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Preventing

Identity Theft

over 11 million victims in the U.S. alone.
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How do Thieves Get Pe:rsonc:l Information?
Identity thieves use both lovr- and higlk-tech methods

Low-tech methods:

* Hacking your computer to steal financial or

* Stealing mail, wallets, purses, credit card ; 1
personal information.

payments, or Social Security cards.
* Phishing — sending fraudulent emails that ask
acipients to provide personal data.

* Digging through yeur garbage to find financia
documents.

g — redirecting a website’s traffic to a

* Lifting information from medical records, checks, ;
fake site.

or driver’s licenses.

* Data breaghing - copying or stealing sensitive

* Photographing or recording credit cards w ghtial data from a third party.

you're using them.

* Prefending to be employees that need to gathe
or update your personal information.
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At home, store all your sensitive
documents under lock and key and
commit your passwords to memory.

When making purchases or using an
ATM, position yourself so that others
cannot see you enter your PIN.

. Keep a watchful eye on your credit
i report as well as bank and credit card
statements to discover breaches in a
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